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OSI (Open Systems Interconnection) is reference model for how applications can communicate over a network. A reference model is a conceptual framework for understanding relationships. The purpose of the OSI reference model is to guide vendors and developers so the digital communication products and software programs they create will interoperate, and to facilitate clear comparisons among communications tools. Most vendors involved in telecommunications make an attempt to describe their products and services in relation to the OSI model. And although useful for guiding discussion and evaluation, OSI is rarely actually implemented, as few network products or standard tools keep all related functions together in well-defined layers as related to the model. The TCP/IP protocols, which define the Internet, do not map cleanly to the OSI model.
The main concept of OSI is that the process of communication between two endpoints in a telecommunication network can be divided into seven distinct groups of related functions, or layers. Each communicating user or program is at a computer that can provide those seven layers of function. So in a given message between users, there will be a flow of data down through the layers in the source computer, across the network and then up through the layers in the receiving computer. The seven layers of function are provided by a combination of applications, operating systems, network card device drivers and networking hardware that enable a system to put a signal on a network cable or out over Wi-Fi or other wireless protocol).
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The seven Open Systems Interconnection layers are:
Layer 7: The application layer
This is the layer at which communication partners are identified (Is there someone to talk to?), network capacity is assessed (Will the network let me talk to them right now?), and that creates a thing to send or opens the thing received.  (This layer is not the application itself, it is the set of services an application should be able to make use of directly, although some applications may perform application layer functions.)  This layer answers one simple question: ”How should data be presented ?” In addition to properly formatting data, encryption occurs at this layer.
Have you ever opened a file in word processing application, and you got pages of unrecognizable characters? That's a Presentation layer issue. The applications have not agreed on how the data is to be presented.
Layer 6: The presentation layer
 This layer is usually part of an operating system (OS) and converts incoming and outgoing data from one presentation format to another (for example, from clear text to encrypted text at one end and back to clear text at the other).  You've probably seen some of the file types that are used at Presentation layer: JPEG, ASCII, GIF, MPEG, MIDI and TIFF.
Layer 5: The session layer
This layer sets up, coordinates and terminates conversations. Services include authentication and reconnection after an interruption. On the Internet, Transmission Control Protocol (TCP) and User Datagram Protocol (UDP) provide these services for most applications.  Layer 5 is the ”manager” of the two-way communication between two remote hosts. This is the layer that handles the creation, maintenance, and teardown of communications between those two hosts. The overall communication itself is referred to as a session.
Some sessions last just long enough to send a unidirectional message, where other sessions will be of longer duration.
Layer 4: The transport layer
 This layer manages packetization of data, then the delivery of the packets, including checking for errors in the data once it arrives. On the Internet, TCP and UDP provide these services for most applications as well.  The Transport Layer's purpose is to establish a logical end-to-end connection between two systems, segment data received from the upper layers of the OSI model, and to make sure the data gets to the destination in the correct order and free of errors.
At this layer, there are two methods for transporting data:
Connection oriented and Connection less
Layer 3: The network layer
 This layer handles the addressing and routing of the data (sending it in the right direction to the right destination on outgoing transmissions and receiving incoming transmissions at the packet level). IP is the network layer for the Internet.  It is Layer 3 of the OSI model. IP runs at this layer, and since routers operate here at L3, this layer is often called  ”Routing Layer”. Routing is a two question process:
What valid paths exist from the local router to a given destination?
What is the best path (” The Optimal Path ”) to take to get there?
Layer 2: The data-link layer
 This layer sets up links across the physical network, putting packets into network frames. This layer has two sub-layers, the Logical Link Control Layer and the Media Access Control Layer. Ethernet is the main data link layer in use.  The switches operate at Layer 2. Wireless Access Points (WAPs) also operate at this layer. Devices that you may be using to access the internet, cable modems and DSL modems, also run at L2.  The Data Link Layer does perform error detection through something called the Frame Check Sequence, but this layer does not perform error recovery.  Data Link Layer is generally referred to as Layer 2, and MAC addresses as Layer 2 addresses.  Switches operate at Layer 2, as do bridges. L3 bridges do exist, but when operating at Layer 3, they are not switching or bridging. They are routing.
4 major specifications that run here are:
Ethernet
High Data Link Control (HDLC)
Point-to-Point Protocol (PPP)
Frame Relay
Layer 1: The physical layer
This layer conveys the bit stream through the network at the electrical, optical or radio level. It provides the hardware means of sending and receiving data on a carrier network.  Whatever data our end users are creating, it's going to eventually be ”translated” into a series of 1s and 0s. Once that is done, it's the Physical layer that handles the actual data transmission.
Anything to do with a physical cable or the standards in use – the pins, the connectors, the electrical current itself – is running at the Physical Layer.
The OSI Model:
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